A 8 Health Care District
PALM BEACH COUNTY DEDICATED TO THE HEALTH OF OUR COMMUNITY www.hcdpbc.org

District Cares Program
Provider Workshop
May 14,2019

Health Care District of Palm Beach County
1515 N. Flagler Drive, Suite 101
West Palm Beach, FL 33401

9:00 am — 9:20 am Registration

1:00 pm — 1:20 pm e Provider check-in / Workshop Packet

9:25 am — 9:45 am Welcome — Amy Walker, Director of Patient Access
1:25 pm — 1:45 pm e District Cares Program

» New ID Cards

» C.L. Brumback Primary Care Clinics
e Members Eligibility Changes
e (Call Center — Member Inquiries

Sarah Gonzalez, Director of Credentialing & Provider Services
e District Cares Community Providers

» Specialty Network

» Provider Services functions — Credentialing /Contracting

Eileen Perry, Director of Care Coordination
e District Cares Case Management and Care Coordination

9:45 am — 9:50 am CCP Administrative Services — Ken Walters, Chief Operating Officer
1:45 pm — 1:50 pm e CCP - .Miss‘ion/VisiQn
e Administrative Services for HCD
» Utilization Management
» Claims Processing
e Benefits
» Online Provider Portal
» EFT Payments / Weekly Check Runs

9:50 am — 10:00 am CCP Provider Operations — Jackie Hernandez, Contract Negotiator
. . e PlanLink
1:50 pm = 2:00 pm » Instructions for completing Access Request Form
» Turn-around time for granting user access
» Provider Hotline for PlanLink Access (855) 819-9506
» PlanLink features
e C(Clearinghouse: Availity
Payer Name: Community Care Plan (Palm Beach Health
District)
Payer ID: PBHDI1

Health Care District of Palm Beach County | 1515 N. Flagler Drive, Suite 101, West Palm Beach, FL 33401-3429


http://www.hcdpbc.org

Health Care District
PALM BEACH COUNTY

Paper claims that require attachments or claims appeals should
be mailed to:

CCP / HCDPBC Claims Department

P.O. Box 841109

Pembroke Pines, FL 33084

10:00 am — 10:15 am
2:00 pm —2:15 pm

CCP Utilization Management — Maria Jam-Crease, Director of Medical
Management / Shannon Gonzalez, Manager of Medical Management
PlanLink Authorization Request

Services Requiring Authorization

Facility Authorization Requests

Required Documentation

10:15am—11:00 am
2:15 pm —3:00 pm

Provider Questions




Health Care District
PALM BEACH COUNTY

Provider Bulletin

Attention: Participating Providers

Subject: Administrative Program Changes

Program: District Cares (Option 1) | Bulletin Date: March 6, 2019

Bulletin Number: | 19-001 Effective Date: | April 1, 2019

Purpose:

This bulletin serves to notify participating providers of important changes to the eligibility,
authorization and claims processing for the District Cares Program.

Change:

Effective April 1, 2019 — Community Care Plan (CCP) will serve as the District Cares Program
third-party administrator (TPA) to administer the following delegated services:

v' Enrollee Eligibility Status Verification
= Online verification of enrollee eligibility available http://planlink.ccpcares.org/

v Authorizations
=  Submit online authorization requests http://planlink.ccpcares.org/

v' Claims Processing

= Electronic claims submission (see attached)
= Clearinghouse: Availity
= Payer Name: Community Care Plan (Palm Beach Health District)
= Payer ID: PBHD1

= Obtain online claim status http://planlink.ccpcares.org/

= Paper claims that require attachments or claims appeals should be mailed to:

CCP/HCDPBC Claims Department
P.O. Box 841109
Pembroke Pines, FL 33084

Appeals must be submitted using the CCP Request for Reconsideration Form
available at www.ccpcares.org

Providers MUST register for the Provider Portal prior to 4/1/2019 to request prior
authorizations, to check eligibility and to check claims status. Registration information is
available at: https://www.hcdpbc.org/for-providers/provider-portal-planlink-registration

For Customer and Provider Services, please continue to contact the District at (866) 930-0035.

Questions:

If you have any questions pertaining to this bulletin, please contact the Provider Services
Department at (866) 930-1002.

Please insert the bulletin into your Provider Handbook. The policies and
procedures in this bulletin supersede any related policies and procedures in the
handbook.
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http://www.ccpcares.org/
https://www.hcdpbc.org/for-providers/provider-portal-planlink-registration
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HCDPBC Claims Submission Information

Community Care Plan (CCP) understands that the use of electronic healthcare
transactions is of great value to the provider community. CCP and its strategic
clearinghouse partner Availity are working together to promote the adoption and use of
electronic health care transactions including claim transactions and electronic remittance
advice, so that your organization can take better advantage of the savings available.

If you are currently submitting paper claims to CCP or using a clearinghouse that is unable
or unwilling to submit claims electronically to CCP’s clearinghouse, you have options
available to you that will allow you to send electronic claims and start saving time and
money today!

CCP and Availity partnered to offer free claim and Electronic Remittance Advice (ERA)
options. We are excited to offer an enhanced free claim direct data entry option and ERA
portal for your use. This option enables providers to conduct business with CCP using the
following methods. These are entirely sponsored by CCP, at no cost to you:

o Enter and submit claims, receive ERA, and exchange other electronic transactions
using a browser-based application over the Internet.

o Directly transmit HIPAA compliant ANSI transactions over a secure direct
connection.

o If you are currently registered with Availity, click here to access the Availity Portal
for CCP.

« If you are not currently registered with Availity, click here to get registered to use the
Availity Portal for CCP.

o For assistance with registration to the Availity portal, please click here to access an
on-demand training video.

e To learn more about these options, visit www.availity.com or contact Availity at
1-800-282-4548. We know you will enjoy industry leading products and services that
will bring value to your organization!

Paper claims that require attachments or claim appeals should be mailed to
CCP/HCDPBC Claims Department, P.O. Box 841109, Pembroke Pines, FL 33084.
Claim Appeals must be submitted using the CCP Request for Reconsideration Form
along with a copy of the claim form.

02/11/19 v4


https://apps.availity.com/availity/web/public.elegant.login
https://www.availity.com/
https://apps.availity.com/availity/Demos/REC_AvailityWebPortal_OrganizationRegistration
https://www.availity.com/

- Health Care District
PALM BEACH COUNTY

Provider Bulletin

Attention: Participating Providers

Subject: Benefit Changes

Program: District Cares (Option 1) | Bulletin Date: April 18, 2019
Bulletin Number: | 19-004 Effective Date: | May 1, 2019

Purpose:

This bulletin serves to notify participating providers of benefit changes for District Cares members.

Change:

Effective May 1, 2019 — Benefits for the following services are as follows:

SERVICE

AUTHORIZATION

BENEFIT

Inpatient — Acute Care

Yes / Required

Ten (10) days per calendar
year (combined with Rehab)

Inpatient — Rehabilitation (hospital setting)

Yes / Required

Ten (10) days per calendar year

(combined with Acute Care)
One (1) 12-week (24 visits)
occurrence per year
(2) 23-hour stays
per calendar year

Outpatient - Cardiac Rehabilitation Yes / Required

Observation Stay No / Not required

Optometry N/A Not covered
Combined 45 days per calendar
Home Care / Home Infusion Yes / Required year (skilled nursing care
and home infusion)
Hospice N/A Not covered

The CCP Prior Authorization Request Form is available for submitting authorization requests
through April 30, 2019.

Beginning May 1, 2019 — all authorization requests must be submitted through CCP’s PlanLink
portal.

PlanLink Registration information is available at:

https://www.hcdpbc.org/for-providers/provider-portal-planlink-reqistration

Questions:

If you have any questions pertaining to this bulletin, please contact the Provider Services Department at (866) 930-
1002.

Please insert the bulletin into your Provider Handbook. The policies and procedures in this bulletin
supersede any related policies and procedures in the handbook.



https://www.hcdpbc.org/for-providers/provider-portal-planlink-registration
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- Health Care District
PALM BEACH COUNTY

Provider Bulletin

Attention: Participating Providers

Subject: CCP Electronic Funds Transfer (EFT) Request Form
Program: District Cares (Option 1) | Bulletin Date: April 26, 2019
Bulletin Number: | 19-005 Effective Date: | April 26, 2019
Purpose:

This bulletin serves to notify participating providers of the Electronic Funds Transfer (EFT)
Request Form available through CCP, the Third Party Administrator (TPA) for the District Cares
Program.

Notice:

Electronic Funds Transfer (EFT) payments are available for participating providers submitting
claims for services rendered to District Cares members.

Please submit the completed EFT Request Form to eftforms@ccpcares.org and allow an
estimated forty-five (45) days for processing.

For any questions regarding the status of a submitted EFT Request Form, please email your
inquiry to eftforms@ccpcares.org.

Questions:
Please contact the Provider Services Department at (866) 930-1002.

Please insert the bulletin into your Provider Handbook. The policies and procedures in
this bulletin supersede any related policies and procedures in the handbook.



mailto:eftforms@ccpcares.org
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Electronic Funds Transfer Request Form

Payee (Vendor) Information

*Name: *Tax ID/SSN #:
*Address:
* Required Field
*City/ST/
Zip:
*Contact: *Phone: ( )
*E-mail: Fax: ( )

Financial Institution Information
(All submissions must include this form, filled out in its entirety, AND a voided check in order to be processed. Estimated
turnaround time for completed submissions is 45 calendar days. Please submit via email to: EFTforms@ccpcares.org)

** Please notify the Finance Department via the above email if this information changes **

*Bank Name:

*Bank Address:

*City/ST/Zip:

ABA/ROUTING NUMBER ACCOUNT NUMBER

*Company Authorization

. Authorized Signature Printed Name
for EFT/Wire Transfer
Title Date
Internal Use Only Verified by Finance: Date:
Initiated by: Date:

Vendor updated by: Date:



mailto:EFTforms@ccpcares.org

Memorial Healthcare System
ENTERPRISE SYSTEM ACCESS REQUEST FORM

Yo have Barighl o not provida the persanal infarmaBion an this farm. IF you chasa not Lo complata hig fom in s antirely, you will ba
requirad Lo present yousall in parsan o the Depadment laasdenMHS spansar approving the acreds 50 that we can aonfiem your ideniity.

Flag sa i i o f i &8 a1 Qi e FonF 3 aaia Qi SECD Ly ST O PO S
HON-MHS EMPLIOYEES: ALL REQUIRED NOTTCES MUSTEE SENT TOMKS ITSFSTEM ACCERS TEAM ¥TA FAX
(954-276-539 7) OR EMATL (MK SAccessR equestfonm ONL Y@ mhs.net)

|nitia| here once you read a" MH5 EMPLOYEES: PLEASE SUBMIT AN ONLINE REQUEST AND A TTACH COMPLETED FORM
policies (Page 4 -22 of package) e G yetem Acoess Exta biishment. Mod ication and Termination Palicy and Procedure

+  Rigk Analysis and Risk Managem ent Peliey ____
+  Information System Activity Review Pelicy and Procedure
USER INFORMATION
(T BE FILLED OUT BY THE PERS0ON REQUIRING ACCESS)
*Today's Date: * Legal Last Name: *Legal First Name: ME

Mate: A3 part of the wer 1D cmafon proess, al wes will auomatically ba selug with MHS network login IDs 28 wall 22 an MHS amail account (if raguestad),
Lker 108 are normally estabiished with Be sl initial of the s namea and complete 128 nama, depanding on aealability. PMlesse wile  lagibly. You wil ba
malfed by MAS when heuser 1D & established. IF an MAS emal aoount is 56 ug, we wil use the email address o send periodic updates and other
impariant system-ralaled nofications, o plesse be sure o check ths email account alen.

*Birth Date (MM /DD/YY ): * Office Phone: * Last 4 digits Social Security #:
+Dffice street ad dress: *Mobile Phome:
‘ﬁl‘.l: “Shate: *Zip Code: + ¥owr Email Ad dress:
Person req uestlng access must The abme information s rue to fe best of my kowledge, T understand my obligations under MHS polides and applicatie B, induding HIPAA and relsted
rulles and reguiations, and agee to utiize information anly 25 neaded ta perfarm my job as part of the workforee of a Covered Enfity o 23 2 Business Associate
Si n and date the form aof & Coared Enfity (mach a0 dafined in HIPAL). 1 agree to comply with all MHS policies and procedu res, and the terms of the Confidentiality and
g = Data Security Agreement attached to this 3 page form and incorporated by reference. T agres that T am respansible for maintaining the

custody and security of ary MHS data T acoess, view, print, download or otherwise obtain from MHS, Ttismy sole responsibility to report
any suspected breach of security or loss of custody of any MHS confidential information to the Privacy Reporting Number (954) 265-1165 or
I can also send an email to mhsprivacydmhsnet.

*Requestor s Signature: *Dater
MHS SPONSOR VERIFICATION SECTION
(TO BE FILLED OUT BY MHS SPONSOR ONLY FOR CONTRACTOR f STUDENT f VEND OR REQUESTS)

User Tithe: Company/ School:

Start Date: End [rate: Sponsor's Employes 1D #:
Name of MHS Sponsor approving this request:

Sponsors Department: Sponsor's Email Address:
Spongors Title (Supervisor or sbove): Sponsors Office Phone:

+++ ppplications/Acoess Reguested:

The aborve infarrmation is ua o e best of my kndwledge. [ understand my obligations under MHS palides and applicalle b, induding HIPAA and  related
rules and requiations, and cerify that the above named wer has a leglimate need o aoess MHS systemns o perform duties ormy department. | autharize

i i i . this user ba be Setup with acces o e systems & indicated on this farm. T agres i nalify MHS IT Sysbern Acceds Team via fax (954) 276 5397 ar email
TO Send a ppl Ications via faxl Send to: DS e et Ry ess aarrnOLY s net of any changed ta this user's stabus under my Depariment All wer T0s that are not used within a 3 maonth period will

e disahled &4 A securily precaulion. 1 agee o comply with Al MHS palicies and procedumes and will ersure hat this wer complies By Biise palicies. Remate

Fax num ber 954-251-4044. Becess Lo any MHS spstem may mouire the 58 of & pe of securily device such a5 a lnken, Upan ermination of the wser's ssigrment or duties in my
depariment, [ agree o immediately mumal devioes that haee been prosided o this user. T will immedia ey notify MHS 1T System doess Team via fax (9549)
Z76-5397 ar emal MHS A R egues Wormn ONLY @b ned o deiete fieuser 108 that  haee been seup for his user,

- - - - Dm:
To send applications via email, send to:

cep.provider@ccpcares.org.
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Each person requesting access
to Plan Link/Epic Link must
complete this form including
the office Site Managers.

All PlanLink users complete this
Form. Complete this top section
with information pertaining to
the person requesting the
access to PlanLink.

Enter the last 4 of SS# or a 4-
digit PIN. NOTE: you must
remember the 4 digit PIN. You
will not be able to reinstate your
access without this PIN and you
will need to submit new forms
for access.

DO NOT COMPLETE THIS SECTION


mailto:ccp.provider@ccpcares.org

If the person requesting access is a
physician on staff at Memorial
Healthcare, complete this section.
Otherwise, leave blank.

=

WVENDOR [CONTRACTOR VERIFICATION SECTION =
(TO BE FILLED OUT BY VENDOR f CONTRACTOR LEADER APPROVING THIS REQUEST)

MName of Vendor /Con tractor approving this request:
Mame/ Title of Person Signing for Contractor! Vendor#:

1Offi ce Phenee: Email Address:

The above infarmalion is Fue to he best of my knowledge, T cerify that the above named wer i@ he agent or subconractor of he above named
wendarjemntrador. Company authorizes this user to be seup with aceess o e systems as indicated on this fom. Company will immedistely notfy  MHS IT S—
Spatern Aocess Team wia fax (954) 276-5397 or email MHS Acess oy el MUY i et of ary changes o thig indididuals stalus 2 the agent o
subcantracior of the above Aamed vendorconracior such &8 eender] eave or termination of emgowment o aliliaton. Al user Ds Mat ae mot wed
within a 3 morth period wil be duabled 2 2 seowily precadtion. \endor/Dontactor agmes o comply with all MHS palicies and procedures and will
erpure that s wer complies by thase policies. Upon termination of the users empioyrment or sals agent of subcontractor, Camparry will immediately retum
al devices that heve been provided to this user and wil  immadiately notify MHS IT Spsten Access Taam wia fae (954) 276-5397 o email
MHSA e e quesfam Oy dmhsne o dese the user acess. VendornCompany agrees to hold harmiess  and indemnify MHS, its
employees and agents from and against any and all claims damages, expenses and causes of action, including, without
limitation, attormey fees at all levels, afsing out of, related to, or by reason of any misconduct, negligence, or breach of the terma
and conditions of this Enterprise Access Form.

Signatura: Date:

PHYSICIAN OFFICE STAFF VERIFICATION SECTION
{TO BE FILLED OUT BY PHYSICIAN APPROVING THIS REQUEST)

Name of Physician approving this request: Physician 1D

Office Phone Email Ad dress:

The shove infarmaion ia true in the beit of my knowedes . Tunderand mry obfigalions o a Covend Entity under MHS policies. and spglicable low, including
HIP i, ad rediaftend rulies and requiations, and cerify fat the above named user is part of my workfonce, Taufonize BiE wser to besetup  with aoess o the
syatens as ndicatad on B form. [ agres o immedisely noily MHS of any changes. o this individuals st a8 part af my  workfores such a5 estendad
leane o bermination of emgloyrment. A e 108 that ane not wed within a 3 manth period will be disabled &5 8 secuity  precaution. 1 agree Lo comgly with
all MHS prlides and prosedures and will ensure that this wer complies by Soase polides. Remole aomss o any  MHS spstem may requine the wa of a type of
searity devics such a3 a token. Lpon termination of e users employgment or Stals &8 pat of my  workiiorce, Tagres o immediately reum al devices hat
have been provided o this wer and will immediaely nolfy MHS 1T Sydtern Access Team via fax (954) 2065397 or amal

P S R ues Worm O LY @b net o delele the wser 108 hat hawe been setup far this wser,

*#4physician Signature: Date:

+44 JIl Physicians are required to comply with applicable law and MHS System policies, including but not limited to the MHS HIPAA
Compliance Program, wtﬂn access, use, and dischsure of medical information. Physicians who fail to comply with MHS policies shall
e subject to comective act

Al infarmation gathered an s farm i confidential in aooomance with appcatie lxe, &5 part of the MAS Seowrily Program and i oy wSed 1o verify
idenfity. Al requests will be bgged via the MHS Service Now tideting sysben for record keeging purpases. If you have any questions about tis famm
pesge  call 954-2 055048 (MHS IT Servioe desk).

MEMORIAL HEALTHCARE SYSTEH
Humlﬂ.wlﬂoﬂpﬁl Joe D Children’s Hos pi i West
Hospital Py M ial Hozpital Mi Hmdﬂum Hospital South

Mamaorial Manor Memarial Home Health

CONFIDENTIALITY AND DATA SECURITY AGREEMENT

Fatient Care Senices provided by the Memornal Healhcare System (further refersd 1o a3 Healihcare Syatem or MHE) for ds patients are

This section is to be completed
by the PlanLink Site Manager.

The PlanLink Site Manager is
the person in charge of
maintaining and updating the
access to PlanLink for all users
within the office/site/group.

deged and confidental under e law, other nfoamaton used by the Health E atona. Omer confdental and - - -
pev : g280n, medicai re o oo foamaton, 1k v . To send applications via fax, send to:

pevilaged informaton incudes, without lmitation, medical review/pear review commiftes infoamation, fisk management infoamation, quality

mprovement informaton, and rade secrets. | wil not make any legal coples of matenial subject o the copynght laws. To enable the
Fax number 954-251-4044

Healthoare Syatem to perform those serdoss, patients fumish information with the undersianding that it willl be kept confidental and used
only by aumonzed persons 83 Necessany in providing thode services. The goodwill of e Healthcare Syatem depends upon kespng such
gervces and mformation confidential, that ceram legd oblgatons attach to this information, and that by reason of your dutes you may
recefve of have access to verbal, witlen of electronic media informaton conceming patents and sendces performed by the Healihoas

System. If you have any guestions, please ask for clanfication.
Al Sy, are b8 any queston a3 to the privileged or confidential natre of any information, or e night of any party to oblain ndormation, e

To send applications via email, send to:

¥ st 5 System attomey should be consulted. cep.provider@ccepcares.org.

Pagel ol 3
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YOUR SIGNATURE ON PAGE THREE INDICATES ACCEPTANCE OF THE FOLLOWING:

User agrees to hald harmless and indemnify MHS, its employees and agents from and against amy and all claims damages, expenses
and causes of action, including, without limitation, attormey fees at all levels, arising out of, related i, or by reason of any
misconduct, negligence, or breach of the terms and conditions of this Enerprise Access Fom.

1) | HEREBY AGREE, | WILL NOT ACCESS ANY COMPUTER OR ELECTRONIC DATA, EXCEPT AS REQUIRED TO PERFORM
MY DUTIES AND SUBJECT TO THE ABOVE LIMITATIONS. | furfer agree ihal, excepl as dwecled by e Healhcane
Syatem or a3 requissd by law, | will not at any Bme dischose o miswse any confidental or pavileged informaton 1o any  unauhonzed
person, of pemmit any such person fo examene of make copies of any reports or oer documents prepared by me  coming into
my possession of confrol of fo which | have aoccess, that concemns in any way the privileged or confidential information
of e Healihcas Syatem.

2) Work Station Security: Under no croumstances waill | give my password to any other ndividual . | will chooss qualty passwonda,
wiich | will rememiber. | will not wite my passwond where anodher individes may find it | will log out or sscune my works iation
whaenever | leave the workstation, mclsdng chosing blinds and pl patent dentfable infosmaton in a secure area out of plan
e, | will not use a workstation that has been logged onto by another user unleas | log them out. Al indorm ation gained by my
password wil be treated a3 confidential and never be released 10 any person of mesused unless ey have 8 nesd io know and |
have been auhonzed o release Mat indformation by my superdsor. | understand that | will be held responainie for all computer
ranzachons at cocur under my sign-on. | understand that all data from, or on MHS compulers and compuler systems & legally
owned by the Healthcare Syatem. Iﬂmmmuuﬂmthﬂslﬁmﬂmw fnandial, etc. ) not decty
relied to my aulhonzed duties wilhout weitien it from the d source. | undersiand fhe nesd io prodect the
Healthcare Syatem's assets (s data), and hat every ndiwvidud B responaible for data secunty. | will repor any and all suspecied
security breaches io the Chef Information Secusty Officer | Cogporate Dirciory of Privecy. | can ako all e Privacy Reporing
Mumber {954) 3651165 or emall mhaprivacy@mha net. | undarsiand that if | have been given remode access o the Heallhcare
Syatem's compuler system, | will abide by all of the above condibons.

| RECOGNIZE THAT THE UNAUTHORIZED ACCESS AND/OR DISCLOSURE OF INFORMATION BY ME MAY VIOLATE
STATE OR FEDERAL LAWS, AND THAT THE UNAUTHORIZED ACCESS AND/OR RELEASE OF INFORMATION MAY
RESULT IN CRIMINAL ANDVOR CIVIL LIABILITY, DISMISSAL OR OTHER DISCIPLINARY ACTION BEING TAKEN AGAINST
ME.

Security of Healthcare System In ationE t: | agree that | will comply with all secunity reguiatons in effect at the
Healthcare Syatem. | d that all sofiy mdmammﬂmemﬂwmmtﬂmm
mmwmwmm&ammm“mmm The use of unkcensed or unaporoved
nak to Healihcare System operatons. f | use or allow 1o be used any unbcensed of unagoroved
anlmemaHmS;ammptm | may be subpect io cremnal andior civil kabdty, dismissal or other discplinary schon.
| echknowledge that an IT Security presentation is available on the MHS intranet site under IT Security, under the section
marked, IT Security Presentations. | agree to access and completely review this presentation prior to  any other use
of MHS computer systems.

Print Requestor's Full Name:
Requastor's Signature: Date:

7
| RL14244
) 3 3
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Memorial Healthcare System
ENTERPRISE SYSTEM ACCESS REQUEST FORM

You have the right to not provide the personal information on this form. If you choose not to complete this form in its entirety, you will be
required to present yourself in person to the Department leader/MHS sponsor approving the access so that we can confirm your identity.

Pleasefill out this form entirely. Incomplete formscandelayyouraccountsetup process.
NON-MHS EMPLOYEES: ALL REQUIRED NOTICES MUST BE SENT TO MHS IT SYSTEM ACCESS TEAM VIA FAX
(954-276-5397) OR EMAIL (MHSAccessRequestformONLY@mhs.net)

MHS EMPLOYEES: PLEASE SUBMIT AN ONLINE REQUEST AND ATTACH COMPLETED FORM

**All Users are required to read the following Policies. Initial by each Policy to confirm that you have received it.
¢ System Access Establishment. Modification and Termination Policy and Procedure
e Risk Analysis and Risk Management Policy
¢ Information System Activity Review Policy and Procedure

USER INFORMATION
(TO BE FILLED OUT BY THE PERSON REQUIRING ACCESS)
*Today’s Date: * Legal Last Name: *Legal First Name: MI:

Note: As part of the user ID creation process, all users will automatically be setup with MHS network login IDs as well as an MHS email account (if requested).
User IDs are normally established with the first initial of the first name and complete last name, depending on availability. Please write legibly. You will be
notified by MHS when the user ID is established. If an MHS email account is set up, we will use the email address to send periodic updates and other
important system-related notifications, so please be sure to check this email account often.

*Birth Date (MM/DD/YY): *Office Phone: * Last 4 digits Social Security #:
*Office street address: *Mobile Phone:
*City: *State: *Zip Code: * Your Email Address:

The above information is true to the best of my knowledge. I understand my obligations under MHS policies and applicable law, including HIPAA and related
rules and regulations, and agree to utilize information only as needed to perform my job as part of the workforce of a Covered Entity or as a Business Associate
of a Covered Entity (each as defined in HIPAA). I agree to comply with all MHS policies and procedures, and the terms of the Confidentiality and
Data Security Agreement attached to this 3 page form and incorporated by reference. I agree that I am responsible for maintaining the
custody and security of any MHS data I access, view, print, download or otherwise obtain from MHS. Itis my sole responsibility to report
any suspected breach of security or loss of custody of any MHS confidential information to the Privacy Reporting Number (954) 265-1165 or

I can also send an email to mhsprivacy@mbhs.net.

*Requestor’s Signature: *Date:

MHS SPONSOR VERIFICATION SECTION
(TO BE FILLED OUT BY MHS SPONSOR ONLY FOR CONTRACTOR/STUDENT/VENDOR REQUESTS)

User Title: Company/School:
Start Date: End Date: Sponsor’s Employee ID #:

Name of MHS Sponsor approving this request:
Sponsor’s Department: Sponsor’s Email Address:

Sponsor’s Title (Supervisor or above): Sponsor’s Office Phone:

**x Applications/Access Requested:

The above information is true to the best of my knowledge. I understand my obligations under MHS policies and applicable law, including HIPAA and related
rules and regulations, and certify that the above named user has a legitimate need to access MHS systems to perform duties for my department. I authorize
this user to be setup with access to the systems as indicated on this form. I agree to notify MHS IT System Access Team via fax (954) 276-5397 or email
MHSAccessRequestformONLY@mhs.net of any changes to this user’s status under my Department. All user IDs that are not used within a 3 month period will
be disabled as a security precaution. I agree to comply with all MHS policies and procedures and will ensure that this user complies by those policies. Remote
access to any MHS system may require the use of a type of security device such as a token. Upon termination of the user’s assignment or duties in my
department, I agree to immediately return all devices that have been provided to this user. I will immediately notify MHS IT System Access Team via fax (954)
276-5397 or email MHSAccessRequestformONLY@mbhs.net to delete the user IDs that have been setup for this user.

Sponsor’s Signature: Date:
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VENDOR/CONTRACTOR VERIFICATION SECTION
(TO BE FILLED OUT BY VENDOR/CONTRACTOR LEADER APPROVING THIS REQUEST)

Name of Vendor/Contractor approving this request:
Name/Title of Person Signing for Contractor/Vendor#:

Office Phone: Email Address:

The above information is true to the best of my knowledge. I certify that the above named user is the agent or subcontractor of the above named
vendor/contractor. Company authorizes this user to be setup with access to the systems as indicated on this form. Company will immediately notify MHS IT
System Access Team via fax (954) 276-5397 or email MHSAccessRequestformONLY@mbhs.net of any changes to this individual’s status as the agent or
subcontractor of the above named vendor/contractor such as extended leave or termination of employment or affiliation. All user IDs that are not used
within @ 3 month period will be disabled as a security precaution. Vendor/Contractor agrees to comply with all MHS policies and procedures and will
ensure that this user complies by those policies. Upon termination of the user’s employment or status agent or subcontractor, Company will immediately return
all devices that have been provided to this user and will immediately notify MHS IT System Access Team via fax (954) 276-5397 or email
MHSAccessRequestformONLY@mhs.net to delete the user access. Vendor/Company agrees to hold harmless and indemnify MHS, its
employees and agents from and against any and all claims damages, expenses and causes of action, including, without
limitation, attorney fees at all levels, arising out of, related to, or by reason of any misconduct, negligence, or breach of the terms
and conditions of this Enterprise Access Form.

Signature: Date:

PHYSICIAN OFFICE STAFF VERIFICATION SECTION
(TO BE FILLED OUT BY PHYSICIAN APPROVING THIS REQUEST)

Name of Physician approving this request: Physician ID#:

Office Phone: Email Address:

The above information is true to the best of my knowledge. I understand my obligations as a Covered Entity under MHS policies and applicable law, including
HIPAA and related rules and regulations, and certify that the above named user is part of my workforce. I authorize this user to be setup with access to the
systems as indicated on this form. I agree to immediately notify MHS of any changes to this individual’s status as part of my workforce such as extended
leave or termination of employment. All user IDs that are not used within a 3 month period will be disabled as a security precaution. I agree to comply with
all MHS policies and procedures and will ensure that this user complies by those policies. Remote access to any MHS system may require the use of a type of
security device such as a token. Upon termination of the user’s employment or status as part of my workforce, I agree to immediately return all devices that
have been provided to this user and will immediately notify MHS IT System Access Team via fax (954) 276-5397 or email
MHSAccessRequestformONLY@mbhs.net to delete the user IDs that have been setup for this user.

***Physician Signature: Date:

*** All Physicians are required to comply with applicable law and MHS System policies, including but not limited to the MHS HIPAA
Compliance Program, regarding access, use, and disclosure of medical information. Physicians who fail to comply with MHS policies shall
be subject to corrective action.

All information gathered on this form is confidential in accordance with applicable law, as part of the MHS Security Program and is only used to verify
identity. All requests will be logged via the MHS Service Now ticketing system for record keeping purposes. If you have any questions about this form
please call 954-276-4848 (MHS IT Service desk).

MEMORIAL HEALTHCARE SYSTEM

Memorial Regional Hospital Joe DiMaggio Children’s Hospital Memorial Hospital West
Memorial Hospital Pembroke = Memorial Hospital Miramar Memorial Regional Hospital South
Memorial Manor Memorial Home Health

CONFIDENTIALITY AND DATA SECURITY AGREEMENT

Patient Care Services provided by the Memorial Healthcare System (further referred to as Healthcare System or MHS) for its patients are
privileged and confidential under the law, as is other information used by the Healthcare System in its operations. Other confidential and
privileged information includes, without limitation, medical review/peer review committee information, risk management information, quality
improvement information, and trade secrets. | will not make any illegal copies of material subject to the copyright laws. To enable the
Healthcare System to perform those services, patients furnish information with the understanding that it will be kept confidential and used
only by authorized persons as necessary in providing those services. The goodwill of the Healthcare System depends upon keeping such
services and information confidential, that certain legal obligations attach to this information, and that by reason of your duties you may
receive or have access to verbal, written or electronic media information concerning patients and services performed by the Healthcare
System. If you have any questions, please ask for clarification.

/Wheré?tlt{ere is any question as to the privileged or confidential nature of any information, or the right of any party to obtain information, the
~ Health |:‘e S'gstem attorney should be consulted.

\ \ j Page 2 of 3
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YOUR SIGNATURE ON PAGE THREE INDICATES ACCEPTANCE OF THE FOLLOWING:

User agrees to hold harmless and indemnify MHS, its employees and agents from and against any and all claims damages, expenses
and causes of action, including, without limitation, attorney fees at all levels, arising out of, related to, or by reason of any
misconduct, negligence, or breach of the terms and conditions of this Enterprise Access Form.

1) | HEREBY AGREE, | WILL NOT ACCESS ANY COMPUTER OR ELECTRONIC DATA, EXCEPT AS REQUIRED TO PERFORM
MY DUTIES AND SUBJECT TO THE ABOVE LIMITATIONS. | further agree that, except as directed by the Healthcare
System or as required by law, | will not at any time disclose or misuse any confidential or privileged information to any unauthorized
person, or permit any such person to examine or make copies of any reports or other documents prepared by me, coming into
my possession or control, or to which | have access, that concerns in any way the privileged or confidential information
of the Healthcare System.

2) Work Station Security: Under no circumstances will | give my password to any other individual. | will choose quality passwords,
which | will remember. | will not write my password where another individual may find it. | will log out or secure my workstation
whenever | leave the workstation, including closing blinds and placing patient identifiable information in a secure area out of plain
view. | will not use a workstation that has been logged onto by another user unless | log them out. All information gained by my
password will be treated as confidential and never be released to any person or misused unless they have a need to know and |
have been authorized to release that information by my supervisor. | understand that | will be held responsible for all computer
transactions that occur under my sign-on. | understand that all data from, or on MHS computers and computer systems is legally
owned by the Healthcare System. | will not electronically copy or transmit MHS information (patient, financial, etc.) not directly
related to my authorized duties without written consent from the authorized source. | understand the need to protect the
Healthcare System’s assets (its data), and that every individual is responsible for data security. | will report any and all suspected
security breaches to the Chief Information Security Officer / Corporate Directory of Privacy. | can also all the Privacy Reporting
Number (954) 265-1165 or email mhsprivacy@mhs.net. | understand that if | have been given remote access to the Healthcare
System’s computer system, | will abide by all of the above conditions.

| RECOGNIZE THAT THE UNAUTHORIZED ACCESS AND/OR DISCLOSURE OF INFORMATION BY ME MAY VIOLATE
STATE OR FEDERAL LAWS, AND THAT THE UNAUTHORIZED ACCESS AND/OR RELEASE OF INFORMATION MAY
RESULT IN CRIMINAL AND/OR CIVIL LIABILITY, DISMISSAL OR OTHER DISCIPLINARY ACTION BEING TAKEN AGAINST
ME.

3) Security of Healthcare System Information/Equipment: | agree that | will comply with all security regulations in effect at the

Healthcare System. | understand that all software used on a computer owned by the Healthcare System must be properly
licensed and approved by the Healthcare System Administration for use on that computer. The use of unlicensed or unapproved
software constitutes a serious risk to Healthcare System operations. If | use or allow to be used any unlicensed or unapproved
software on a Healthcare System computer, | may be subject to criminal and/or civil liability, dismissal or other disciplinary action.
| acknowledge that an IT Security presentation is available on the MHS intranet site under IT Security, under the section
marked, IT Security Presentations. | agree to access and completely review this presentation prior to any other use
of MHS computer systems.

Print Requestor’s Full Name:

Requestor’s Signature: Date:

IR
Qo ‘Vg“
Q

/a %
= =

{ %; | RL 14244
' = j Page 3 of 3

8
w82

— yit

,
<0
o

'P,q!
fEaiHohES


mailto:mhsprivacy@mhs.net

This Section is to be completed
by the Medical Director or main
physician within the office/site.

This Section is be completed by
designated PlanLink Site Manager.

The PlanLink Site Manager is the
person in charge of maintaining and
updating the access to Plan Link for all
users within the office/site/group.

This Section is to be completed by the
site managers backup or 2™ site
manager.

CCP strongly recommends designating
a second site manager although this is
not a requirement.

Page 2 of 2
Planlink Site Manager Designation for a sponsored Referred Group or CCP Participating Provider

SPONSOR Designation

* Designoted Sponsor Representative for Credentioled/Referring Physician Proctice:
Your signature below signifies that you understand the responsibilities assocated with designating the Site Manager(s] for your
practice, and adhering to the designated sponsor responsibilities delineated above (refer to page 1 — section titled "Responsibility of
the designated sponsoring representative for the Credentialed [ Referring Physiclan or Referred Group®.

Physiclan's Mame: CCP Participating Provider 10:

Practice Name:

Physician's Signature:

«  Designoted Sponsor for Sponsored/Referred Group:
Your signature below signifies that you understand the responsibilities assoclated with designating the Site Manager(s) for your
group, and adhering te the designated sponsor responsibilities delineated above (refer to page 1 - section titled “Responsibility of
the designated sponsoring representative for the Credentlaled [/ Referring Physiclan or Referred Group®.

CCP Sponsor’s Mame (Plaase PRINT):

CCP Sponsoring Department:

CCP Sponsor’s Signature:

SITE MANAGER(S) Deslgnation (for both Physiclan Practice and Sponsored/Referred Group)

Your signature below signifies that you understand the responsibilities assoclated with your role as the Site Manager for your
Practice / Sponsoraed/feferred Group, and that you will comply with timely site verification every 30 days.

IMPORTANT: Mon-compliance with monthly site-verification by the Site Manager will result in termination of MH5 Epic/EplcLink
acoess for each member of you practice [ group.

*  Leod Site Manager Is REQUIRED (must be the Medical Director, Agency Director or Office Manager of the
Sponsored/Referred Group or Physiclan Practice):

Medical Director, Agency Director or Office Manager Name (Please PRINT):

Medical Director, Agency Director or Office Manager Signature:

E-mall address [required):

s 277 §ite Manoger 5 OPTIONAL (if Lead Site Manager requires assistance to comply with monthly Site Verlfieation)

27 Site Manager's Mame [Please PRINT):

2" Site Manager's Signature:

E-mall address [required If 2°° Site Manager Is deslgnated above):

IF CLAIMS f REFERRALS ACCCESS REQUESTED:
Tax |0 Numbser(s) (required):

Please return this form via fax to 954-276-5397

Lead Site Manager and 2" Site
Manager must also complete the
Enterprise System Access
Request Form (one per person).

DO NOT COMPLETE THIS SECTION

To send applications via fax, send to:
Fax number 954-251-4044.

To send applications via email, send to:
ccp.provider@ccpcares.org.
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Epic Link Site Manager Designation for a Sponsored Referred Group or CCP Participating Provider Practice

Responsibility of the designated sponsor representative for the Credentialed/Referring Physician or Referred Group:
When a Credentialed/Referring Physician Practice or Referred Group (herein referred to as the “Sponsored/Referred Group”),
requires access to Memorial Healthcare Systems (MHS) Epic Link system, Community Care Plan (CCP) requires the designation
of a sponsor. The designated sponsor representative must be a CCP Participating Provider/Referring Physician or CCP Provider
Operations Representative working with the “Sponsored/Referred Group” who agrees to the following responsibilities:
. Sponsor the Group/Physician Practice and the assigned Epic Link Site Manager(s) by signing the Epic Link Site Manager
Designation Form below.
. Communicate to the MHS IT Department if the Site Manager(s) assigned on this form leaves the Sponsored/Referred
Group/Physician Practice.
. Communicate to the MHS IT Department immediately if the Sponsored/Referred Group ceases to provide referring services
to their patients (i.e., if the relationship between the referring provider/agency and CCP is terminated).

Responsibility of Epic Link Site Manager(s)
Each Sponsored/Referred Group/Physician Practice must have at least one Lead Site Manager. The Lead Site Manager must be the
Medical Director, Agency Director, or Office Manager for the group requesting access.

The Lead Site Manager for each Sponsored/Referred Group/Physician Practice will be responsible for:
. Signing each MHS Access Request Form for each member of the Sponsored/Referred Group/Physician Practice requesting
access.
. Inactivating users who have left the group/practice, immediately upon termination.
. Completing a monthly Site Verification in Epic Link. Site Verification is a function in Epic Link that allows the Site Manager(s)
to validate the Epic/Epic Link access for all of its employees. Site Verification ensures that access to Epic/Epic Link is
terminated for any staff that has left the group/practice.

If the Lead Site Manager is not able to perform the Site Verification task, a second Site Manager can be designated to complete
this task.

IMPORTANT: if this monthly Site Verification is not completed in a timely manner, MHS will be alerted, which will result in
termination of MHS Epic/Epic Link access for each member of the non-compliant Sponsored/Referred Group or Referring

Physician Practice.

updatedCCPST10222018
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Plan Link Site Manager Designation for a Sponsored Referred Group or CCP Participating Provider

SPONSOR Designation
e Designated Sponsor Representative for Credentialed/Referring Physician Practice:

Your signature below signifies that you understand the responsibilities associated with designating the Site Manager(s) for your
practice and adhering to the designated sponsor responsibilities delineated above (refer to page 1 — section titled “Responsibility of
the designated sponsor representative for the Credentialed/Referring Physician or Referred Group”.

Physician’s Name: CCP Participating Provider ID:

Practice Name:

Physician’s Signature:

e Designated Sponsor for Sponsored/Referred Group:
Your signature below signifies that you understand the responsibilities associated with designating the Site Manager(s) for your

group and adhering to the designated sponsor responsibilities delineated above (refer to page 1 — section titled “Responsibility of
the designated sponsor representative for the Credentialed/Referring Physician or Referred Group”.

CCP Sponsor’s Name (Please PRINT):

CCP Sponsoring Department:

CCP Sponsor’s Signature:

SITE MANAGER(S) Designation (for both Physician Practice and Sponsored/Referred Group)
Your signature below signifies that you understand the responsibilities associated with your role as the Site Manager for your

Sponsored/Referred Group/Practice and that you will comply with site verification every 30 days. IMPORTANT: Non-compliance with
monthly site-verification by the Site Manager will result in termination of MHS Epic/Epic Link access for each member of your
practice/group.

e lLead Site Manager is REQUIRED (must be the Medical Director, Agency Director, or Office Manager of the
Sponsored/Referred Group or Physician Practice):

Medical Director, Agency Director, or Office Manager Name (Please PRINT):

Medical Director, Agency Director, or Office Manager Signature:

E-mail address (required):

e 2" Sjte Manager is OPTIONAL (if Lead Site Manager requires assistance to comply with monthly Site Verification)

2" Site Manager’s Name (Please PRINT):

2" Site Manager’s Signature:

E-mail address (required if 2" Site Manager is designated above):

IF CLAIMS/REFERRALS ACCCESS REQUESTED:
Tax ID Number(s) (required):

Please return this form via fax to 954-276-5397

updatedCCPST10222018



Health Care District
PALM BEACH COUNTY

Authorization Requirements

2019

SERVICE

AUTHORIZATION INDICATOR

LIMITATIONS

Any Inpatient — Acute Care
(including Behavioral Health)

Yes / Required

Ten (10) Inpatient days per year for
medical/rehab/behavioral (combined).

Any Inpatient — Rehabilitation
(hospital setting)

Yes / Required

ITen (10) Inpatient days per year for
medical/rehab/behavioral (combined).

Any Outpatient - Cardiac
Rehabilitation

Yes / Required

One 12-week (24 visits) occurrence

Durable Medical Equipment /
Supplies

Yes / Required

Must be medically necessary and a covered
benefit. Accumulated cost of the rental of
DME is not to exceed the purchase price.

Home Care / Home Infusion

Yes / Required

Combined forty-five (45) day limit skilled
nursing care and home infusion.

Orthotics

Yes / Required

Restricted to joint immobilization as medically
necessary.

Prosthetics

Yes / Required

One (1) prosthetic per limb per lifetime

One (1) prosthetic eye per lifetime

Outpatient — Diagnostic
(only MRI/CT/PET/SPECT)

Yes / Required

Must meet medical necessity protocols

Outpatient - Surgery

Yes / Required

Must meet medical necessity protocols

Outpatient - Therapy

Yes / Required

Combined modality limits of 30 treatments per
calendar year.

Colonoscopy / EGD
(any type / any location)

Yes / Required

Must meet medical necessity protocols

Specialty Care

Gatekeeper Model

Yes / Required

All specialty care visits must be ordered by a
CL Brumback PCP. Specialty care must be
provided by a participating physician and meet
medical necessity protocols. Benefit limit is six
(6) visits per specialty per calendar year
(excluding Oncology).
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